5 User Management

This chapter describes how to setup SpectrumSCM user ids and passwords,
define user roles, and assign users to projects with their proper roles for that project. Users will
also learn how to customize preferences with respect to screen look and feel, fonts, and editors.

NOTE: There are system level ids that provide users access to the SpectrumSCM system. There are
project-level roles assigned to each user that give him or her specific permissions and
responsibilities for each project. It is important to understand how system-level and project-level
permissions interact. System-level permissions take precedence.

5.1 System-level roles

There are three distinct system-wide levels of permission and authority:

* Administrator - The overseer of the SpectrumSCM system for an application or a set of

applications. This task might fall to a server administrator or a specific person within the project team.
An administrator can perform all functions within the SpectrumSCM system. Only an Administrator
can stop and start an SCM server and make changes to the server configuration. An administrator adds
new users to the SCM system and assigns project engineer permissions. Specific users who will perform
the Administrator role can also be assigned administrator level of authority via the User Administration
Screen.

Administrator authority is very powerful. Consider carefully to whom this role will be assigned.
Some installations allow only system administrators to be SpectrumSCM administrators. Others
give administrator access to project engineers or even generic engineers to allow them to control
and manage adding new users to the system, stopping and starting servers, etc. This is reasonable
if there is only one project using a SpectrumSCM server. It can be problematic if multiple projects
share an SCM server instance. There are pros and cons to each choice.

* Project Engineer —The Project Engineer role is responsible for creating new projects, for assigning

the generic engineering role for that project, for assigning people to work on that project and for
assigning roles to those people. The PE is the only login with the power to delete a project. The role of
PE is a system-level permission, assigned by the administrator when the user is added to the system.
This role can be handled by a Senior Developer, Project Leader, Project Manager, or the Technical
Manager of a project.
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The Project Engineer is responsible for defining how the project team will use the SCM system to
manage its work. The project engineer defines and assigns the project’s life cycle phases, as well as the
project’s CR attributes and values. While these tasks can be significant, they would only be performed
once at the start-up of a new project. SpectrumSCM provides the flexibility to define and associate
different life cycles and CR attributes for different projects.

= User: The user role is the most common user role model. A user has limited access to the system; a

user has no administrative permissions other than the ability to change his or her password. A user can
create, assign and work CRs, add and modify new source files and use all the regular features of the
SCM tool that do not fall into an administrative category. The user role can be configured differently per
user based on the assighment of project-specific roles.

In addition to the system-wide levels of authority, user roles are defined more finely at the project
level. This allows a user to be assigned different permissions within a project depending on his or
her role on a project team. For example, a user may be a developer on one project and a generic
engineer on another project.

5.2 Project-level Roles

Except for system administrators, users of SpectrumSCM are members of project teams. Even the
simplest project team has specific roles, for example, team leader, developer(s), and tester(s). Each
member of the team performs the functions of one or more roles.

SpectrumSCM provides basic pre-defined roles and allows project leaders to define additional roles
as needed. A role has specific authorities and permissions pre-defined within the context of the
SCM system. A role can be assigned to a distinct individual, an individual can be assigned multiple
roles, or multiple individuals can be assigned the same role (developer for example).

The Administrator and Project Engineer roles are system-wide roles that are assigned to users via
the User Administration screen. Either or both roles can be assigned to a user when the user is
added to the system or later via the Administration / User Administration menu options, using the
Add User or Modify User buttons on the User Administration screen

Three pre-defined project-level roles are:

* Developer - The developer reviews CRs assigned to him or her, checks-out or creates the source
files needed to address each CR, makes changes or performs any other work required to completing the
CR, checks in source that is modified or added, progresses the CRs to the next state and awaits CR
assignments.

* Generic Engineer - The day-to-day project leader or supervisor responsible for assigning work-
items (CRs) to those within the project team. The Generic Engineer is responsible for creating and
managing the project’s generics (branches) and forming releases.

» Tester — The tester has the ability to create CRs when problems are found during testing. He/she
does not have the ability to assign work or modify source.

NOTE: A project team leader is free to select or create the roles that will be used by his/her
project, but note that all roles are defined at a system level. Be aware that permission changes for a role
will affect all projects using that instance of the SpectrumSCM server.
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It is recommended that the permissions for predefined roles NOT be changed. If a project wishes
to makes changes to permissions for developer or tester, for example, the project can define a
project-specific role (“GENESIS Developer”, for example) and add or delete permissions.

Roles and their permissions can be viewed via the Administration / User Categories / Category
Administration screen:

rﬁ:‘r. User Category Administration E]@-\
File Action Help
x Close
Cefined Categories: | Drewveloper v
Dreveloper
Create MNew CRs|Generic Enginesr g New Project: [ ]
Assizn CHa: Pragram I'u'I.anager B ewr Generics: [
Self Assign CHa: ;Zj;:m?@neer sets to Project: F]
Create WBS:Tech:rﬁcal Wiriter Msers to SCH: [
Edit Files | Tester : Control Lists: [
A£dd Mewr Files: [v] Cielete Files: [ ]
Fename Files: [v] Drelete CHs: [
Mowe Files; [¥] Hide Soutce Wiewr [ ]
Server Shutdowr: [ ] Hide Reports Wiewr IF]

Iew Category MNarme:

| Modify | | Delete |

Remember, all roles are available system-wide and can be used by any project sharing the
SpectrumSCM server instance. Changes to a role will affect all projects using that system role.

When setting up a project, carefully consider the process your project team will follow and define
roles and permissions accordingly.

For example, a project team might include one or more of the following -
* A Project Manager would generally have Project Engineer authority set at the system level.

* A Generic Engineer would have similar permissions as a project engineer but perhaps without
the create project ot add new users to a project capabilities.

= A Senior Developer might have all development permissions and the capability to assign work.

= A regular Developer might only have permissions to create CRs, check-out files and add new-
files.

= A Tester or Customer might only have the capability to create new CRs.
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Example Project

In our example Genesis project, project team roles have been assigned as follow:
=  Project Manager — Lisa

= Generic Engineer — Gene

= Senior Developer - Corey

* Developers — Debbie, Sundar

= Tester - Rich

=  Customer — Patma

= Supetvisor — Srini

We will follow their progress in our sample screen shots as the Genesis project is set up and
they develop and release generic 1.0.
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5.3 Defining project-level user categories and access permissions

User categories or “roles” are defined via the User Categories Screen. Roles for a project must be
defined before users can be assigned to a role.

New roles can be added by an Administrator or Project Engineer. Roles can be added via the

Administration - User Categoties / Category Administration screen.

-~

#=. User Category Administration

mEx]

File Acton

Help

x Close

Cefined Categories:

Create Mew CHs:
HAssizn CHa:

Self Assign CHa:
Create WEBS:
Edit Files:

Add Mewr Files:
Renatne Files:
hiowe Files:

Serwer Shutdotwm:

DNew Category MNarme:

Drevelopet v

OEEEEOER O E

Create MNew Project:
Create MNew Generics:
Add Mew Users to Project:
&dd Mew Usets to SChI:
Set Access Control Lists:
Drelete Files:

Drelete CHs:

Hide Soutce Wiews

Hide Eeports “iewr

| Modify | | Delete |

T Y N Ny Ny Y

For example, to add the new role “Supervisor™:

1) Define the role in project terms

Supervisor — Tracks Issues that are associated with his/her projects specifically by looking at the
Reports. The supervisor may also create CRs.

2) Enter the new role in the ‘New Category Name’ field, select the appropriate permissions, and

click Save to add the new role to the system.
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When adding the role “Senior Developer”, the project engineer might include all permissions

granted to developers plus the ability to Assign CRs and Self-Assign CRs.

#=, User Category Administration

BE X

File Acton

Help

Drefined Catepories:

Create INew CRs:
Assign CRs:
Self-Assign CRs:
Create WES:
Edit Files:

£dd Mew Files:
Renarne Files:
hdowe Files:

Server Shutdowm

MNew Category MName:

Zenior Dreveloper | v

Create Mewr Project:
Create New Generics:
&dd Mew Users to Project:
Add Mewr Users to SCh:
Set Access Control Lists:
Drelete Files:

Cielete CRs:

Hide Source Wiewrs

OEEEHOEEXE

Hide Reports View:

(ptoaty) (et )

([ ([ ([

5.4 Setting up users in SpectrumSCM

Users must be added to the SpectrumSCM system before they can be

assigned to any project running on that instance of the SCM Server.

User information can be added, deleted or modified here.

5.5 User Administration screen

Users are added to the SpectrumSCM system via the User
Administration screen accessible via the Administration / User Admin

menu options.

User information can also be modified and users deleted via this

screen.

E-mail information is required if the project will use e-mail
notifications. E-mail notifications occur when a CR is assigned to that
user of, if the user is a Generic Engineer, when a CR has been

progressed.

Adeninistration | Reports

CR Attribute hgrmt.
CR Life-cycle Admin ..

CR Life-cycle & Workflow Admin.

e L

Create Project “Wizard. .

Create Froject...

T

Create (Generic. .
Modify Generic..

YWiewr (Tenencs..

TP

Uszet Admin.
User Category Admin,..
Project User Admin .

| Access Contro]l Adiain.

TR T

Wlodule Adimin..

Release Manazement...

Drelete...
Wiew Drelete Log..

Reload Flugine

System Information...
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Administrator and Project Engineer permissions are granted or revoked here because these
permissions levels are project independent.

rl-cnz‘b SpectrumSCM-User Administration E_] L] ﬁ
File  Action Help
3¢ cioce
seectteersom | (@R
UserLogin: doug
Mame: Doug Conners
Phone;
Location. s
E-Mall; doug@ourmail corm|
Project Engineer [
Administrator
| 4ddUser | | ModifyUser | | Delete User |
[ Clear | [Change Easswurd...] |F'Hsnmdmin._|

This icon will bring up the screen for a user to change his/her password

Change Password >>= | v ,
or an Administrator can reset any user’s password.

Il

File Action Help |

Uzer [D| scim -

Mewr Pas swnrd;l |

Confirtm Password: | |

Change Pagsword | Cloze |

This icon will bring up the Project-User Administration screen used to

PUserAdmin >> | i i
assign users to projects.

NOTE: All members of a project team must be added to the SpectrumSCM system and User
Categories and Access Permissions must be defined before users can be assigned to a project.
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5.6 Renaming Users and Disabling Users

New

You can rename an existing user-id while maintaining full tracability of all the CRs that
would transition from the old user-id to the new one.

4%, SpectrumSCM-User Administration BN
File Help Administration | Repotts
| x_ Add User Ctrl+1 ] CR Attobute Mgmt..
Modify Uset Ctrl+M 4 CR Life-cycle Admin...
Se - ] i
Lelete User Crl+D CR Life-cycle & Workflow Admin.. L
R U Ctrl+N 3 F
vl e e 7 Create Project Wizard... =
7 Lisable User & 2
| Create Project...
M Clear Ctrl+L
I Create Generic..
F¥ Refresh Screen Ctrl+F Modify Genetic..,
Lt Run Users Report  Ctrl+l Wiew Generics...
Raise Main Window Ctrl+R :
E-wran: resarnggspecrons o frurare net User Admin...
; ; | User Category Admin...
Project Engineer || E . . E
Y e .—: B Project User Adrmin.. .

1 Access Control Sdein.

| Add Usex l | Modify Usex l | Lelete User ] 1 Module Ademin .
| Clear | |Change Eassmrd...] |PgsezAdmjn._.| Release hManagernent. .
Drelete...

4 Wiewr Dielete Log..

5.7 Disabling Users ]

Reload Plugins

Systern Information...

MNew

You can disable a user so that their full identification is
maintained but yet they would not be able to login to the SpectrumSCM system. You can re-enable
this user at a later date if you choose do so.

5.8 Project-User Administration

When a new project is started or a new user joins the project, each person should be added to the
SpectrumSCM system and then assigned to a role in the project team.

Assigning roles is done via the Project User Admin screen, which can be accessed from the
Administration / Project User Admin menu selection from the main screen or via the PUserAdmin
button on the User Administration screen.

On the Project-User Administration screen, notice that all users currently assigned to the project
are listed via the pull-down User menu area on the right. All user roles defined to the system are
displayed to the right.
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5.8.1 To assign a user to a project:

Select the project. £\ Sem Project-User Administration _:Hr_IZJ_]
Select the user to be assigned to the project Elle:; Aovinn Help
(each user defined in the system can be 3 Tcee G Add User 3 Delete User [E] Role Repore
accessed via the Add User popup dialog. Select Project [USER. GUIDE vl
L . Uzer | Iker Rofes
Select the uset’s role(s) within that project e 7
2rinl
team. ad rizn Cliskkaee
corey Generic Enginesr
. ich
Roles assigned to a user can be added or i L Program Hansger
deleted by selecting the user in left “User” i Bropeer Enanaec
window, which will display the uset’s current  |lkura [¥] Reviewer
role(s). Make the changes in the right window  [[* [ Technical ‘Wiricer
and select [ Tescer
Action / Save PUser from the menu bar -l
5.8.2 To delete a user from a project T TR o
File  Action Heln
Select the project and the user. e @ Add User 3 Daleta User [B] Role Repore
P1roj
% | Select Project |USER_GUIDE v
Use the #*1 button or Action / Delete PUser menu T | T
option to delete. This will only delete the user from arici T=s
. - drian [ Developer
the project team, not from the SpectrumSCM system. I [ et Egieer
For example, to remove user rich from the rich [ Program Mansger
USER_GUIDE project team, select “rich” in the s [l Project Engineer
User window Ikuro [ Reviewer
bali [ Technical ¥¥ricer
% | [ Tester

and use the ®*licon or Action / Delete PUser to
delete him from the project team.
“rich” will no longer be a member of the

USER_GUIDE project team, but he is still defined as a user in the system.

5.8.3 To clone user settings from a project [ i iwicmnenen Sy
i feon Heg

| To add a set of users to other
projects

Add User ko Prapt
=i} Caluts Dorr from Prapet

]

Chied

Cid e 1

S i [nfa Lhe 5

. ) . Impat G aitngy doameatbay Prapsct Ll

Use Action / Importt Settings from other project menu iin Esprat Do Settings b athet Pocjoctl) Coi4E

option to clone user settings from an existing project and "0 T B e

Action / Export User Settings to other projects menu (2 Ruion fatF

option to add a set of users with current user settings into P R oo i S S
other projects. The above two menu options enable ey Regona Ciostae
projects to inherit the users with their roles and permission :""" Fii

#E Eigiit

settings from other projects. It is very useful particularly

when the the team size is large or the new team member

(or members) joins a significant number of projects.
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5.9 Role Based Access Control Lists (ACLs)

SpectrumSCM implements a Role Based Access Control (RBAC) model which allows project
managers to enable access permissions on all configurable items in the project repository (branches,
directories and files) based on the role that a user plays in a project. To launch the Access Control
Administration screen, select the Administration = Access Control Admin option from the

main menu.
e e
|}

Adrministration i Eeports

CR Attribute Mgmt.. &=, Access Control Administration g@
CR Life-cycle Admin. .. File Action Help
ER Moyl S0 Dow o x Close  @Rp Hefresh Tree Pending Changes ACL Report
Create Project Wizard... _ .
Create Project.. GGenerics | mainline ldl Categories | Deweloper il
Create Generio.. @ s
Modify Genene... -
Wiy ff_zene fics... ) D% %ﬁiri:qﬂ—ﬂ
Uszer Adnin... +EI| docs [RN]
User Category Admin. —Eﬁ gee-3.2.1 [RMK]
Project User Admin... +ﬁ_ oo [RW]
Access Contro]l Adimin.., =+ images [R']
Module Adrmin... i---ﬁ test [RO]
Release Management .. |
Drelete...
View Dielete Log...
Reload Flugins i [ Clone Across Categozies
| Systern Information. . |
! [ Set Perrmizsions l [ Inherit Perrmissions l [ Restore Defaults ]

The Access Control Admin screen

presents three views of the access permissions for all the resources in the repository tree for a
generic. The Categories combobox indicates the selected user category. The color coding represents
the end user view of the access permissions. RED indicates that the resource is hidden, GREEN
indicates that the resource is read-only and BLUE indicates that the resource has read-write

permission.

The information within square brackets [] represents the database view of the access permissions for
the resources in the tree. [H] indicates that the resource has been marked hidden in the database,
[RO] indicates that it is read only and [RW] indicates that the resource has been marked read-write.
Notice that a resource can be marked read-write in the database but can be read-only or hidden in

the end user view if its parent resource has a lower permission.

A * besides an item indicates that it is a pending change that needs to be saved. The list of all
pending changes can be obtained by clicking on the Pending Changes button.

5-10




Chapter 5 User Management

The access permission for a resource can be changed by clicking on the resource in the tree view.
The user view immediately changes to reflect the new permission and the resource is marked with a
* to indicate that the change is pending. Subsequent clicks change the permissions in a cyclic order
based upon the permissions that are currently available for the resource. Once the permissions have
been changed for the resources, the pending changes can be saved by clicking on the Set
Permissions button. If the Clone Across Categories has been selected, a dialog is presented
prompting the user to choose the categories across which the access rules need to be cloned. This
option can be used to clone the new permissions across different user roles with a single click.

= Category Selection

Select categaries for cloning access tles:

Generic Ennineer
Froject Engineer
Tester

‘ Set | |Qance||

The Inherit Permissions button can be used to inherit the permissions that have been defined for
another user category. A dialog is presented prompting the user to select a category for importing
the access rules. Combined with the Clone Across Categories option, this feature can be used to
easily create hierarchical permission models.

Inherit Permissions

Choose a category to inherit permissions from

|ﬁGeneric.Engineer v|

| 16154 || Cancel |

The Restore Defaults button can be used to reset the permissions for all resources in the tree to
the default value (Read-Write). The reset operation is specific to the selected category and the Clone
Across Categories option can be used to reset the permissions for multiple categories at a time.

The Refresh Tree button can be used to load the tree for another generic once a new generic has
been selected in the main screen project bar. The Categories combobox can then be used to load
the permissions for the selected category. The ACL Report displays the current access permissions
defined for all configurable items under a particular generic and for a particular user category.
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5.10 User Password Administration

All users are added with the initial password “default”. This should be changed by the user as soon
as possible. A user can change his or her own password or the SpectrumSCM administrator can
change any user’s password (for example, a forgotten password).

| Edit| Extract Check-In W

Reftesh Project Ctil-F

Preferences...

Change Passwmord.

¥ Show Tool Bar

[0 Tse Custom Editor

I TUse Proxy

Access the password change screen from the EDIT selection on the main menu or via the button
on the User Admin screen.

Change Password >>=

Either will bring up the Change Password screen for a user to change his or her password or an
Administrator to reset any user’s password.

i

File Action Help |

Uszer 15| lisa -

Mesar Passwnrd:|******* |

Confirtn Passwnrd:|******* |

Change Password

Close

Select the user and enter the new password twice, then click Change Password to confirm the
change. Close the window when finished.

A%, SpectrumSCM - scm - Connected to localhes
File Eztract Check-In Workspace Ch:

User can set their specific preferences by selecting | $¢  Refiesh Project Ctrl+F
Proji

5.11 Setting User Preferences

Preferences option from the Edit menu item on the main

Preferences...
screen as shown below.

@ I\- Change Password. .
Each user can set individual preferences for - S8 1 ([ [P

u 1 _ il
Main Toolbar - Whether ot not to show the toolbar.. | & ., cutom Editor

* Look & Feel - Metal (the Java default), Motif, e Citinm L e
Windows, and Aqua (for the Apple Mac).

EEE TS

SSEE

Use Progy

LS Tonerminas

!

E
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* Merge Editor preferences — Whether you prefer to use the 2-way or the 3-way merge editor.
= General Settings (2) - Unlock preferences & Advanced User Setting.

* Unlock preferences — How do you want an unlock from disk operation to be completed in
terms of the file under your local root directory.

* Advanced User Setting — Alters the options available in the main tree context menu system.
= Fonts - To select a font of your choice.

*  Custom Editor - Whether to use the provided SpectrumSCM editor or whether you prefer your
own..

= Custom Diff Editor - Whether to use the provided SpectrumSCM diff editor or whether you
prefer your own.. You can use this feature to define the use of any third party diff editors

including binary diff tools. See screen help for specific examples. w

= Custom Report Viewer - Whether to use the SpectrumSCM HTML viewer or your own
= Proxy Settings — The IP address and port for the SpectrumSCM proxy

o e e ey

| i 5nlr|r|.l'r|:|'."!l-| Frafers ':.ll =Sy
Bh Hinly |
Curtom Lot Edio) Crmtom Bagoat s Frawy Sathopm Klan. Cugbey
Grtniecd Setergs (1) | Garir ol Stz 1) Farts | Cimton Edgass)
Tol Bai Tyt

Hide Toolbar & T Teakan
Leak mnd Pl Cpbam
Bilakal Idatf & Undae Aquallar
Elgee Ediyr Tipaoes

e 290y Blege Tool o Db 000y Blege Tool

[ [ S | | Cmce
:-1':. 5’F’|.I.'|rl.l:l:lii'ﬁ; FTI'I'I.:- ':.l: =i m-. e
Eh Hl"'lfl
Curbam LaiE Edrog) Crmiom. Receat Vs Frawy Sathopm Klan. Cugbey
Cetired Settiegs (1) Grtfdl Hnga (3 Fariy | Cimton Edgass)

Dplock Mnds Cheek-oof Dot

‘What da yoey e to happen ta.youz Lece saooipass Bloin the maat ot o wmlack AE4 NN
Hobs: TR oaly apphits to check-ont oo deb opecatiom

Lrmmmm & Sotie Read-Dndy Baeri Fis Frmaw Pl
Advanzad laec Sphoa [
Selprtmg the Advancosd el pplinh sdldes § i RTErane CREIER i Vst

Adl hmrbarakty w shil sradabls boos egular g et el of the menokac oataad
PR - PR T | T E vl Teaa

Tl Cacel
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Unlock Options —
a) Leave as is — The disk file will be left writeable and with its file contents unchanged
by the unlock operation.

b) Read-Only — The disk file will be set to read-only but the file contents will be left
unchanged by the unlock operation.

o) Reset — The disk file will be reset to the current head version from the repository,
this includes making the file read-only.

d) Remove — The disk file will be deleted.

Advanced User Option —

Under the default “Regular User” option, the main screen repository tree will have a short, direct
context menu. This gives direct access to the needed CM functions. Under the “Advanced User”
option more choices are provided on the popup menu such as Local Root comparison and Cut and
Rename operations. Under the regular option these advanced functions are still available under the
menu bar.

File Context Menu - Regular Option File Context Menu - Advanced Option
¢ Qe : Assign T Eﬁ[gﬂu A
¢ @ tegexp + 3 tegexp
CharIndexed.iava [1.0] ® ! @ Charlndexedjava [1.0]

-

Check-Out to Disk
Check-Out to Desktop [

ﬁ Compare to Local Root...
ﬂ Compare to Generic..

Check-Chut to Disk - Read Only
B Check-Out to Disk - For Edit

E Check-Out to Desktop - Read Only
m Check-Out to Dresktop - For Edit

£ open with .

3 open with .
*  Version History... % Rename..

*  Cut

@ Dependency Status .

g i

% Wersion History. .
% Dependency Status...

0000000005055

% Properhes..

Fonts — Select from the system defined fonts. Font families and their sizes are OS dependent. The
Fonts preferences panel will display all fonts installed on the client OS.
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=n @-Iﬂ ]

-
%, SpectrumSCM Preferences

File Help
Custom Laff Editos(s) | Custom Report Viewer | Proxy Settings I Mam Cisplay
General Settings (1) | General Settings (2) | Fonts Custom Editors)
 Garamond ~ [PLAIN ~ 14 =
Example text in specified font.
ABCCEFGHIJELMNCOPQRETUVHY Z
abede fghnklmnopgstusrusnys
1254567390
l Sawe Cancel
Look & Feel - Metal (the Java default), Motif, Windows, and Aqua(Mac).
(Metal) (Motif) (Windows)
Jek SpectrumSCM - scm - Connecte ek SpectrumSCM - scm - Connected T e e g

File Edit Extract Check-In %

File Edit Egtract Check-In %o

%2 mmm e x@o@

ijects:‘ssm ‘v‘ Fm}m SCIIL |f u; Pru:ujects:iscm

@scm

? @ genl 0 <- fzen0 9 <scm 0.9

Lo % dors
'S %src

SCITl

EP% docs
"—,% Ftio

Main Toolbar — Sets whether or not the main toolbar is displayed. On the SpectrumSCM Main

Screen.

Custom Editor — The default SpectrumSCM editor can be used in any environment, but only for

text files. The Custom Editor option allows the user to specify other preferred editors. For example,

to use MS Word, enter as the edit command:

C:\Program Files\Microsoft Office\Office\WINWORD.EXE $FILES%

genl 0 - {zenl.? <scm [0.9%)

5-15



Chapter 5 User Management

43, SpectrumSCM Preferences E]@
File Help
Fonts r Custom Editor(s) r Custom Report Viewer r Proxy Sethings |
General Settings (1) [ General Settings (2) |
Matne hatch Execute
evim java|.cpp . Program Files'\ Vim' vim6 34 evim. exe “FILE",
tRrass0n C:ysem winubils regassoc exe YW FILEY:

Edit Command(s) :

| Add . ‘ | Edit .. ‘ ‘ Delete ... ‘ 4 a |Save To File | |Read PR

Sawve Cancel

If the project involves multiple file types supported by the Microsoft Windows registry, the
“regassoc” command will automatically open the file using the native application based on the on
the file suffix (for example, opening a .XLS file will launch MS Excel). This option is only available
in the Windows environment. Enter as the edit command:

<client install directory>\winutils\regassoc.exe %FILE%

The custom editor in Linux can be set to the editor of choice and the desktop interface of choice
for the user. The user can also choose whether to edit in 2 window or use an editor with an
integrated window.

For example, in RedHat using the Gnome desktop and the gvim editor, the edit command should
be set to:
/ust/X11R6/bin/gvim %FILEY
To use standard vi in an xterm session:
/usr/X11R6/bin/xterm -e vi %oFILE%

43, SpectrumSCM - srini - Connected to localhost:
File Eztract Check-In Wodspace Char
| : Refresh Project Ctrl+F ‘ E

4

Though multiple custom editors can be specified, on a
plain ‘open file’ request only the top-most matching entry Projs

will be used. The order of entries can be adjusted by using — - ==
@ Al ange Password...
the arrow buttons. .

Preferences...

'_'@ v Show Tool Bar

The match field is used to specify which types of files this v Use Custom Editor
entry can be used for. A blank match field indicates that it v Use Custom Liff Editor
can be used for any file type. Multiple file types can be ! Use Progy

matched with a single custom editor entry by using the | U perf_meter 2.5

pipe symbol separator (“|”) as shown above.

S

IEL....

if

1+

The Save To File option allows the user to save their current settings to the local disk. This is so
that the settings can be shared with other users.
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The Read From File option reads a previously saved file and merges the entries into the current
settings.

Enable Custom Editor

Once set, use of the custom editor can be disabled/re-enabled.

This is done by check box “Use Custom Editor” via the Main Screen Edit menu option.
To use the custom editor, select “Use Custom Editor™.

To use the SpectrumSCM editor, deselect “Use Custom Editor”.

Open With

If a file is selected in the main screen file tree with a mouse right-click, the context sensitive menu
will appear. The “Open With” option works with your custom editor selections and allows you to
choose between them. For example if you have a couple of appropriate editors defined for a
particular file type (HTML to be viewed through Internet Explorer or Netscape).

¢ Qgnu =l
¢ 3 tezexp
Elh e e, [ ® scm000027 - Develop

Check-Out to Disk - Read Only 3om000026 - Drevelop
5000008 - Develop

HAssigned CRs

B Check-Out to Disk - For Edit

Check-COut to Desktop - Fead Only

m Check-Out to Desktop - For Edit

@ Cipern With.. 1t r Content Search
ﬂ Specifically select which editor to use for a check-out Dperaticun.l:
CHF I

% Wersion History...
% Dependency Status...

ey i e v g

With Matching executables selected (the rSelecl desired editor -‘
default), each of the custom editors that
match the file type you have selected will be ? | ® Matchines sxecutables

displayed for selection. If the file is textual

the SpectrtumSCM default editor will also be C &ll executables

displayed. Spectnu3CH Default Editor Read-Orly
girm
[}
With All executables, all of the custom editor Legass0e & Uncommon
entries and the SpectrumSCM default editor &1 Common
will be displayed. Bl Concurient

x Catcel
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Select the editor you wish to use and then the specific edit operation you wish to perform from the
buttons on the right.

Custom Diff Editor — The default SpectrumSCM editor can be used in any
environment, but only for text files. The Custom Diff Editor option allows the user to E
specify other third party differencing/compatison editors.

For example, to use WinMerge, an open source diff merge editor for comparing .doc,.xls,.pdf, .ppt
etc. , enter the following command in your diff editor settings:,

C:\Program Files\WinMerge\WinMerge.exe "%FILE1%" "%FILE2%"

NOTE: if use “....” Button to select the WinMerge.exe above the FILE1 / FILE2 text will be
included automatically.

%, Spectrum3SCM Preferences = | =
File Help
General Setbings (1) I General Settings (2) I Fonts

Custom Editorfs) | Custom Liff Editors) ! Custom Report Viewer Proxy Settings I Main Cisplay
Natme Match Execute

compatesuite | doc| xls| pdf| ppt C:\Program Files\ Compare Suit...

WinhleszeU |.doc| s | pdf| ppt C:\Program Files\Winhlerze\ Wh...

Edit Command(s): |[WCLC |.doc|ads | ppt C:\Program Files' Softnterface, ...

Add . | [ Edit.. | [ Delete .. | @ @ [ Save To File .. | |Read From File .

[ Save | [ Canu:ell

See screen help for more specific examples.
Enable Custom Diff Editor

Once set, use of the custom diff editor can be disabled/re-enabled..

This is done by check box “Use Custom Diff Editor” via the Main Screen Edit menu option.
To use the custom diff editor, select “Use Custom Diff Editor”.

To use the SpectrumSCM diff editor, deselect “Use Custom Diff Editor”.
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5111 Custom Report Viewer

The custom report viewer allows you to specify a preferred HTML viewer like Netscape or Internet
Explorer for viewing reports in SpectrumSCM. The same viewer will also be used for launching the
SpectrumSCM tutorial (Tutorial option under the Help menu.). Furthermore, the most recently
used 5 custom report viewers are maintained and selectable to help if you are in an environment
where you need to switch between different viewers.

[ & SpecinmmiCs Frafwmeces [ES ")

JES Halp |

I Cenapsl Sabanes (1) Ceanacel St (3 Paréa i Camizm Eddan)
Cusgtorm Lot Edkivars RO Rapom Vigse Prowy Retfirgs Wizs Cisgliry

|t mal Erpact Viewer

& Extemnad Fepod [HTRLL) Vieawe S F et Fies |\ lHierl Exploptdusipl e sx =

| Subect mezemary axeosable to hac prur pabaoed HTRIL wirwec

Thet apetcifiad werae 240 sl e uied 10 lanmich the BORE tutenal Coom The belp neao

Tl Caeel

5.8.3 Proxy Settings

The SpectrumSCM Proxy provides enhanced performance for distributed development teams in
bandwidth constrained network topologies. The Proxy Settings panel allows users to specify the IP
Address and Port Number for the proxy server to be used. The Use Proxy option under the Edit
menu can be used to enable or disable proxy usage.

= :-..'i 5|-:nl|.'|r|.|1:|5.1ll; frefewcez |P==F Eﬁ"
A2, SpectrumSCM - scm - Connected to localho |- 1
Bl Halp |
File Extract Check-In Wodkspace C1 Cenapd Sattingm 1) Getmeral Sattimes (5 Farta | Crmicm Edgack)
‘ x Refresh Project Ctrl+F | Crbm Tole o Custom Fapod Views Frawy Sionga Wien Ciopliy
| Preferences... |
Proj|
@ a Change Password... r P Heat: larabioet
el Fiimy Pt o2
'—'-'"@_ ¥ Show 'Tool Bar d
“ Use Custom Editor
4 Use Custom Liff Editor
Use Progy 1 Cmiiel
TS rark wmatard & L

See Chapter 12 — Administrative Functions for details on what the Proxy feature is, its benefits and how
to install, configure and use it.
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